
Government of Rajasthan
Finance (Treasuries & Accounts) Department

Ref No.: F.5(Th-75) DTA/IFMS 3.0/ $2. 3 2a> Date: 0.9) -:t-I zoz.s-

To
AJIHeadsofDepartmenG,

Subject: Regarding Integration of Departmental Applications with IFMS
3.0

Reference: F.5 (TH-75) DTA/ IFMS 2.0/ 2069·2218 dated 28-04-2017

Vide above refeITed letter, instructions were issued for integration of
Departmental Portals with IFMS 2.0 . Now, processes have been evolved at IFMS
3.0 under core Disbursement Engine for integration related to payments of
Departmental Portals.

In this reference, a new Application Integration Request Form is enclosed at
Annexure 'A' for your ready reference. Accordingly, it is desired that proposals
for integration of Departmental applications/portals with IFMS3.0 must be
submitted to the Director and Ex-Officio 'oint Secretary, Finance (Treasuries
& Accounts) in the new Application Integration Request Form.

Enclosure: As mentioned above

aveen ,ain)
Secretary, Finance (Budget)



Ref No.: F.5(Th-75) DTA/IFMS 3.0/23'2.1- 2.3 Date: 0.91 +-, '2<v~
Copy forwarded for information and necessary action to:

1. Senior Director (IT), NIC, Government Secretariat, Jaipur

2. Joint Director; Finance (Computer Cell), Finance Department, Government
Secretariat, Jaipur for uploading on the Finance Departmfnt website

3. PMU/Oracle Team r
V,'"

Joint Secretary, ,Finance
~f4;~if,< ~)
b~qt-I.lIRrI.
~~tllt't. ~ ~ iIRJr,~



Integrated Financial Management System (IFMS)

Application Integration Request Form
(Separate Form should be filled for each request)

Department Reference No.: Date:

Name of Department:

Type of Integration: 0 API Based or OSFTP

Application Details:
1. Name of Application

2. Software Environment
3. Parameter to be Integrated
4. Size of Data (Approx.)

S. Frequency of Data Exchange
6. API consuming/exposing
7. Authentication & Authorization (Client ID/Secret, IP Whitelisting, OAuth 2.0, JWT):
8. Security Measures: Encryption protocols (HTIPS, AES, RSA) CORS policy:
9. Error Handling and Response Codes
10. Data Validation
11. API versioning structure (e.g., /v1/, /v2/) :
12. UAT/Testing Requirements (sample test cases) :
13. Dependencies and Constraints

Mention IP Detail(s) as under­
Source IP (Public):

Technical Team In-Charge from Department:
Name:
Designation:

Name:
Designation:

Approved By:

Port:

e-maillD:
Mobile No.:

Signature
(Head of Department)

Signature
Head of Nodal Department (IFMS)

Note: ..User Details (Credentials) should be shared separately (if required).



Integrated Financial Management System (IFMS)

Application Integration Request Form
(Separate Form should be filled for each request)

Integration Design Document Checklist:

Details of Parameters

Security Requirements

Data Exchange Formats

Test Files contains use cases

Data File Volumes

Data Retention policy

Signature
(Department Technical Team In-Charge)

Signature
OIC (IFMS)


